|  |
| --- |
| 1. **ADATKEZELŐ NEVE, ELÉRHETŐSÉGEI**
 |
| **Adatkezelő:** | **Budapest Főváros IV. kerület Újpest Önkormányzata (továbbiakban, mint Önkormányzat vagy Adatkezelő)** |
| Székhely: | 1041 Budapest, István út 14. |
| E-mail címe: | info@ujpest.hu |
| Telefon: |  +36 (1) 231 3101 |
| Képviseli: | Déri Tibor polgármester |
| Adatvédelmi tisztviselő elérhetősége: | adatvedelem@ujpest.hu  |
| 1. **ADATKEZELÉS CÉLJA ÉS A KEZELT ADATOK KÖRE, ÉRINTETTEK KATEGÓRIÁI**
 |
| Az adatkezelés célja Budapest Főváros IV. kerületi székhelyű 11. számú Országos Egyéni Választókerületi Választási Iroda (a továbbiakban: OEVI), a Budapest Főváros IV. kerület Újpest Helyi Választási Iroda (a továbbiakban: HVI), a Budapest Főváros IV. kerületi székhelyű 11. számú Országos Egyéni Választókerületi Választási Bizottság (a továbbiakban: OEVB) és a Budapest Főváros IV. kerület Újpest Helyi Választási Bizottság (a továbbiakban: HVB) tevékenységével és/vagy a választási eljárással kapcsolatos kifogást, fellebbezést, illetve egyéb kérelmet benyújtó természetes személy személyes adatainak kezelése.A mozgóurna iránti kérelmet a szavazóköri névjegyzékben szereplő, mozgásában egészségi állapota vagy fogyatékossága, illetve fogvatartása miatt gátolt választópolgár nyújthatja be.Az átjelentkezésre irányuló kérelmet az a lakcíme szerinti szavazóköri névjegyzékben szereplő választópolgár nyújthatja be, aki a szavazás napján Magyarország területén, de a magyarországi lakcíme szerinti szavazókörtől eltérő szavazókör területén tartózkodik. A helyi önkormányzati képviselők és polgármesterek választása esetében az átjelentkezésre irányuló kérelmet az a választópolgár nyújthatja be, aki a Ve. által megszabott határidőkön belül ugyanazon választókerületben tartózkodási hellyel rendelkezett, és tartózkodási helyének érvényessége legalább a szavazás napjáig tart.A külképviseleti névjegyzékbe való felvételére irányuló kérelmet a szavazóköri névjegyzékben szereplő, a szavazás napján külföldön tartózkodó választópolgár nyújthat be.A magyarországi lakcímmel rendelkező választópolgár kérheti nemzetiséghez tartozásának bejegyzését a központi névjegyzékbe, illetve a bejegyzés törlését. A magyarországi lakcímmel rendelkező választópolgár kérheti szavazási segítség iránti igényének bejegyzését a központi névjegyzékbe, illetve a bejegyzés törlését. A magyarországi lakcímmel rendelkező választópolgár kérheti személyes adatai kiadása megtiltásának bejegyzését a központi névjegyzékbe, illetve a bejegyzés törlését. A magyarországi lakcímmel rendelkező, nem magyar állampolgár választópolgár szavazási segítség iránti igényének, illetve személyes adatai kiadása megtiltásának, könnyített formában megírt tájékoztató anyag megküldése iránti igény központi névjegyzékbe való bejegyzését, illetve a bejegyzés törlését kérheti.Az Európai Unió más tagállamának állampolgára a Ve. szerint megszabott határidőben kérheti, hogy központi névjegyzékbe vétele az Európai Parlament tagjainak választására is kiterjedjen.A névjegyzékbe vételét, névjegyzékbe vételének meghosszabbítását, illetve a névjegyzékben szereplő adatai módosítását az a magyarországi lakcímmel nem rendelkező választópolgár kérheti, aki a Ve. hatálya alá tartozó bármely választáson választójogosult.A még nem nagykorú polgár a tizenhetedik életévének betöltését követően kérheti a névjegyzékbe vételét. A kérelem benyújtásakor a polgár önállóan tehet jognyilatkozatot.A Nemzeti Választási Iroda törli a központi névjegyzékből a kérelmére névjegyzékbe vett, külföldön élő, magyarországi lakcímmel nem rendelkező polgárt a) ha törlését kéri, b) a névjegyzékbe vétele napjától számított tíz év elteltével; a határidő megszakad, ha a választópolgár a névjegyzékben szereplő adatait módosítja, névjegyzékbe vételének meghosszabbítását kéri vagy szavazási iratot ad le.A központi névjegyzék a Nemzeti Választási Iroda által vezetett elektronikus nyilvántartás. A választójogát az a választópolgár gyakorolhatja, aki a központi névjegyzékben szerepel. A központi névjegyzék a választópolgár Ve. 2. melléklete szerinti adatait tartalmazza. A Nemzeti Választási Iroda a Ve. szerinti határidőben a választáson szavazati joggal rendelkező választópolgárok központi névjegyzékben nyilvántartott adatait - a szavazókörök és választókerületek nyilvántartásával összekapcsolva – a Ve. 3. melléklete szerinti adattartalommal szavazóköri bontásban teszi hozzáférhetővé a HVI számára.A Nemzeti Választási Iroda felveszi a levélben szavazók névjegyzékébe azt a magyarországi lakcímmel nem rendelkező választópolgárt, aki a Ve. szerinti határidőben benyújtott kérelme alapján szerepel a központi névjegyzékben.A Nemzeti Választási Iroda vezeti a választójoggal nem rendelkező polgárok nyilvántartását.A bejelentett és a nyilvántartásba vett jelölő szervezetek, jelöltek és listák közhiteles, elektronikus nyilvántartását - a Ve. 4. melléklete szerinti adattartalommal - a Nemzeti Választási Iroda vezeti. A nyilvántartás változásait a nyilvántartásba vevő vagy abból törlő választási bizottság mellett működő választási iroda vezeti át a nyilvántartáson.A Nemzeti Választási Bizottságba tag megbízására jogosult jelölő szervezet, ide nem értve az országos nemzetiségi önkormányzatot, a Nemzeti Választási Iroda mellé legfeljebb öt megfigyelőt bízhat meg a szavazási iratok ellenőrzése és a szavazatok megszámlálása törvényességének ellenőrzésére. Az országgyűlési egyéni választókerületi székhely településen az országos listát állító jelölő szervezetek által megbízott megfigyelők jelen lehetnek az urna felügyelete során.Kifogást a választásra irányadó jogszabály, illetve a választás és a választási eljárás alapelveinek megsértésére (a továbbiakban együtt: jogszabálysértés) hivatkozással a központi névjegyzékben szereplő választópolgár, jelölt, jelölő szervezet, továbbá az ügyben érintett természetes és jogi személy, jogi személyiség nélküli szervezet nyújthat be. A választási bizottság elsőfokú határozata ellen az ügyben érintett természetes és jogi személy, jogi személyiség nélküli szervezet fellebbezést nyújthat be.Adatok forrása: ÉrintettKezelt személyes adatok köre: a kifogás benyújtójának nevét, lakcímét (székhelyét) és - ha a lakcímétől (székhelyétől) eltér - postai értesítési címét, a kifogás benyújtójának személyi azonosítóját, illetve ha a külföldön élő, magyarországi lakcímmel nem rendelkező választópolgár nem rendelkezik személyi azonosítóval, a személyazonosságát igazoló hatósági igazolványának típusát és számát, vagy jelölő szervezet vagy más szervezet esetében a bírósági nyilvántartásba-vételi számát.A kifogás tartalmazhatja benyújtójának telefaxszámát vagy elektronikus levélcímét, illetve kézbesítési megbízottjának nevét és telefaxszámát vagy elektronikus levélcímét |
| 1. **ADATKEZELÉS JOGALAPJA**
 |
| A választási eljárásról szóló 2013. évi XXXVI. törvény (a továbbiakban: Ve.) 82. § (1) bekezdés, 84. §. 85. §, 88. § b) pont, 92. §., 97. § (1) bekezdés, 101. §, 103. § (1) bekezdés, 105/A. §. 135. § (1) bekezdés, 208. §-a és 212. §. (1)-(2) bekezdés, 221. § 245. § (2) bekezdés, 250. §, 259. § (1) bekezdés, 266. §, 281. § (3) bekezdés, 307/A. §, 334. §. |
| 1. **A SZEMÉLYES ADATOK CÍMZETTJEI, ILLETVE A CÍMZETTEK KATEGÓRIÁI, ADATOK FORRÁSA**
 |
| Az Önkormányzat az Érintettek személyes adatait nem továbbítja harmadik fél részére. Adatkezelő szervezetén belül az adatkezeléssel érintett személyes adatokhoz kizárólag az adott folyamatban közreműködő, a jogviszony létrejöttekor titoktartási kötelezettséget vállalt foglalkoztatottak férnek hozzá. |
| 1. **AZ ADATKEZELÉS IDŐTARTAMA, ADATTOVÁBBÍTÁS**
 |
| Az Önkormányzat a választási szervek tevékenysége kapcsán létrejött iratokat nem selejtezheti, 15 év után levéltárba helyezheti. Adattovábbítás: az OEVB, OEVI, HVB és HVI egymás között, helyi választási bizottságok és irodák, országos egyéni választókerületi választási bizottságok és irodák, területi választási bizottságok és irodák, Nemzeti Választási Bizottság és Iroda, Kúria. Adattovábbítás jogalapja: Ve. 2. § (3) bekezdés, 5. § (3) bekezdés, 44. § (2) bekezdés, 84. §, 91. § (1) bekezdés, 92. §, 98. § (3) bekezdés, 99. §, 100. § (2) bekezdés, 101. §, 103. § (2) bekezdés a) és b) pont, 112. § (2) bekezdés, 153. §, 213. § (1) bekezdés, 250. § (2) bekezdés, 260. § (1) bekezdés, 267/A. §, 268. §, 281. § (3) bekezdés

|  |
| --- |
| **6. ADATBIZTONSÁG**Az Adatkezelő kötelezi magát arra, hogy gondoskodik az általa kezelt személyes adatok biztonságáról. A tudomány és technológia állása és a megvalósítás költségei, továbbá az adatkezelés jellege, hatóköre, körülményei és céljai, valamint a természetes személyek jogaira és szabadságaira jelentett, változó valószínűségű és súlyosságú kockázat figyelembe vételével megteszi azokat a technikai és szervezési intézkedéseket, és kialakítja azokat az eljárási szabályokat, amelyek biztosítják, hogy a felvett, tárolt, illetve kezelt adatok védettek legyenek, illetőleg megakadályozza azok megsemmisülését, jogosulatlan felhasználását és jogosulatlan megváltoztatását. Az Adatkezelő kötelezi magát arra is, hogy minden olyan harmadik felet, akiknek az adatokat bármilyen jogalappal továbbítja vagy átadja, felhívja, hogy eleget tegyenek az adatbiztonság követelményének.Az Adatkezelő a kockázat mértékének megfelelő szintű adatbiztonságot garantálja, ideértve, többek között, adott esetben: * a személyes adatok álnevesítését és titkosítását,
* a személyes adatok kezelésére használt rendszerek és szolgáltatások folyamatos bizalmas jellegének biztosítását, integritását, rendelkezésre állását és ellenálló képességét (üzemeltetés- és fejlesztésbiztonság, behatolás elleni védelem és felderítés, a jogosulatlan hozzáférés megelőzése)
* fizikai vagy műszaki incidens esetén az arra való képességet, hogy a személyes adatokhoz való hozzáférést és az adatok rendelkezésre állását kellő időben vissza lehet állítani (az adatszivárgás megelőzése; a sérülékenység- és incidenskezelés)
* az adatkezelés biztonságának garantálására hozott technikai és szervezési intézkedések hatékonyságának rendszeres tesztelésére, felmérésére és értékelésére szolgáló eljárást (az üzletfolytonosság fenntartása, kártékony kódok elleni védelme, az adatok biztonságos tárolása, továbbítása, feldolgozása, munkavállalóink biztonsági képzése)

A biztonság megfelelő szintjének meghatározásakor kifejezetten figyelembe kell venni az adatkezelésből eredő olyan kockázatokat, amelyek különösen a továbbított, tárolt vagy más módon kezelt személyes adatok véletlen vagy jogellenes megsemmisítéséből, elvesztéséből, megváltoztatásából, jogosulatlan nyilvánosságra hozatalából vagy az azokhoz való jogosulatlan hozzáférésből erednek.Az Érintett adatai az Adatkezelő védett belső szerverein kerülnek tárolásra, amely védelme a legmagasabb fokú IT biztonsági előírásoknak megfelel. Távoli hozzáférés kizárólag az arra jogosultak szűk köre számára, csak virtuális magánhálózaton keresztül, authentikációt követően lehetséges. Minden módosítással járó adatkezeléssel kapcsolatos Felhasználói művelet naplózásra kerül. Az adatok egyéb fizikai adathordozóra nem kerülnek másolásra.Az Adatkezelő a rögzített személyes adatok kezeléséhez az alkalmazott informatikai eszközöket az alábbiak szerint üzemelteti:* Azon fizikai eszközök védelmének biztosítása, amelyek az Adatkezelőre vonatkozó adatokat tartalmaznak.
* Annak biztosítása, hogy csak jóváhagyott és felhatalmazott Felhasználók férhessenek hozzá az Adatkezelő által használt adatokhoz.
* Annak biztosítása, hogy csak a rendszerek használatára jogosult személyek férjenek hozzá az Adatkezelő adataihoz.
* Annak biztosítása, hogy az Adatkezelő adatait illetéktelen személy ne továbbíthassa, olvashassa, módosíthassa vagy törölhesse adattovábbítás vagy tárolás során. A kezelt adatokat kizárólag az Adatkezelő, valamint alkalmazottai, illetve az általa igénybe vett adatfeldolgozó(k) ismerhetik meg jogosultsági szintek szerint, azokat az Adatkezelő harmadik, az adat megismerésére jogosultsággal nem rendelkező személynek nem adja át. Az Adatkezelő és az Adatfeldolgozó által meghatározott munkakörökhöz rendelten, meghatározott módon, jogosultsági szintek szerint férhetnek hozzá az Adatkezelő, illetve az Adatfeldolgozó munkavállalói a személyes adatokhoz.
* Annak biztosítása, hogy az Adatkezelő adatai védve legyenek a véletlen megsemmisüléstől vagy elvesztéstől, és ezen következményeket kiváltó események esetén időben hozzáférjenek az Adatkezelő adataihoz és helyreállítsák azokat.
* Annak biztosítása, hogy az Adatkezelő adatait más ügyfelek adataitól elkülönülten kezeljék. Az Adatkezelő, illetve az Adatfeldolgozó a személyes adatokat bizalmas adatként minősíti és kezeli. Az Adatkezelő a különböző nyilvántartásokban elektronikusan kezelt adatállományok védelme érdekében biztosítja, hogy a nyilvántartásokban tárolt adatok – törvényben meghatározott kivételekkel – közvetlenül ne legyenek összekapcsolhatók és az Érintetthez rendelhetők.
* Az Adatkezelő adatainak bármilyen megsértése esetén a jogsértés hatása minimálisra csökkenjen.
* Annak biztosítása, hogy az Adatfeldolgozó rendszeresen tesztelje, megvizsgálja és értékelje a fent vázolt technikai és szervezeti intézkedések hatékonyságát.
* Az Adatkezelő az informatikai rendszerek biztonsága érdekében az informatikai rendszereket tűzfallal védi, valamint a külső- és belső adatvesztések megelőzése érdekében víruskereső és vírusirtó programot használ. Az Adatkezelő gondoskodott továbbá arról, hogy a visszaélések megelőzése érdekében bármely formában történő bejövő és kimenő kommunikációt megfelelően ellenőrizze.

**7. ADATFELDOLGOZÓ**Az Adatkezelő adatfeldolgozót nem vesz igénybe. |

 |
| **8. AZ ÉRINTETTEK ADATKEZELÉSSEL KAPCSOLATOS JOGAI:** |
| Az Érintetteket az adatkezelés vonatkozásában az alábbi jogok illetik meg. Az Önkormányzatnak a jogérvényesítés teljesítését (feltéve, ha hosszabbításra nem kerül sor) a kérelem, kérés beérkezését követő legfeljebb egy hónapon belül kell biztosítania**.** Az Érintett személyes adatai kezeléséről bármikor írásban, az Adatkezelő címére küldött ajánlott vagy tértivevényes-ajánlott levélben, illetve az info@ujpest.hu e-mail címre küldött e-mailben tájékoztatást kérhet. A levélben küldött tájékoztatás kérést az Adatkezelő akkor tekinti hitelesnek, ha a megküldött kérelemben szereplő, a kérelmező személyére vonatkozó adatai alapján az Érintett egyértelműen beazonosítható. Amennyiben az Érintettet a rendelkezésre álló adatok alapján nem lehet egyértelműen beazonosítani, az Adatkezelő jogosult egyeztetést kezdeményezni az Érintettel. |
| **Hozzáféréshez való jog**A GDPR 15. cikke alapján biztosítandó érintetti jog alapján az Érintett tájékoztatást, visszajelzést kérhet az adatkezelőtől személyes adatainak kezelési feltételeiről, körülményeiről, kiemelten:* az Érintett személyes adataival kapcsolatos adatkezelések céljáról, jogalapjáról,
* az adatkezeléssel érintett személyes adatok kategóriáiról,
* a személyes adatok címzettjeiről, illetve a címzettek kategóriáiról,
* az Érintett személyes adataival kapcsolatos adatkezelések vonatkozásában az adatok tárolására kitűzött időtartamról, illetve a megőrzési idő meghatározásának szempontrendszeréről,
* érintetti joggyakorlási lehetőségeiről, jogorvoslati lehetőségekről,
* arról a körülményről, hogy automatizált döntéshozatalt, profilalkotást végez-e az adatkezelő a személyes adatokkal, ha igen, ennek mik a körülményei.

Hozzáférési joga keretében - GDPR 15. cikk (3) bekezdése alapján - az érintettek egy alkalommal díjmentesen kérhetik az Önkormányzattól a róluk kezelt személyes adatok elektronikus másolatát. |
| **8.2 Helyesbítéshez való jog** |
| A GDPR 16. cikke alapján az Érintett jogosult arra, hogy kérésére az Önkormányzat indokolatlan késedelem nélkül helyesbítse az adatkezelésében lévő, pontatlan személyes adatokat, továbbá kérje a hiányos személyes adatok kiegészítését. A helyesbítési jog gyakorlására elektronikus, vagy papír alapú levél formájában van lehetősége az érintetteknek az 1. fejezetben meghatározott elérhetőségek használatával. |
| **8.3 Törléshez való jog**A GDPR 17. cikke alapján az Érintett jogosult arra, hogy az adatok jogellenes kezelése, az Adatkezelő uniós, vagy tagállami jogból eredő kötelezettsége fennállása, vagy az adatkezelési cél megszűnése esetén az Adatkezelőtől adatai törlését kérje. |
| **8.4 Az adatkezelés korlátozásához való jog** |
| A GDPR 18. cikke alapján az Érintett jogosult arra, hogy kérésére az Adatkezelő korlátozza az adatkezelést, ha az alábbi esetek valamelyike áll fenn:- Érintett vitatja a személyes adatok pontosságát,- az adatkezelés jogellenes és az Érintett ellenzi az adatok törlését, ehelyett kéri azok felhasználásának korlátozását,- az Adatkezelőnek már nincs szüksége a személyes adatokra az adatkezelés céljából, azonban az Érintett igényli azokat jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez. |
| **8.5 Automatizált döntéshozatal, profilalkotás** |
| Az Önkormányzat jelen adatkezelési tevékenysége során nem végez joghatással járó, vagy az érintetteket hasonlóképpen jelentős mértékben érintő automatizált döntéshozatalt, vagy profilalkotást. |
| **8.6 Tiltakozás az adatkezelés ellen**A GDPR 21. cikke alapján az Érintett tiltakozhat személyes adatának kezelése ellen a saját helyzetével kapcsolatos okokból. Ilyen esetben az Adatkezelő a személyes adatokat nem kezelheti tovább, kizárólag tárolhatja a vizsgálat befejezéséig. Az Adatkezelő a tiltakozást a kérelem benyújtásától számított legrövidebb időn belül, de legfeljebb egy hónapon belül megvizsgálja, annak megalapozottsága kérdésében döntést hoz, és döntéséről a kérelmezőt írásban tájékoztatja. Ha az Adatkezelő az érintett tiltakozásának megalapozottságát megállapítja, az adatkezelést - beleértve a további adatfelvételt és adattovábbítást is – megszünteti, az adatkezelést korlátozza, valamint a tiltakozásról, továbbá az annak alapján tett intézkedésekről értesíti mindazokat, akik részére a tiltakozással érintett személyes adatot korábban továbbította és akik kötelesek intézkedni a tiltakozási jog érvényesítése érdekében. Ha az érintett az Adatkezelő döntésével nem ért egyet, illetve, ha az Adatkezelő a válaszadási határidőt elmulasztja, az érintett - a döntés közlésétől, illetve a határidő utolsó napjától számított 30 napon belül - bírósághoz fordulhat. Az Adatkezelő az érintett adatát nem törölheti, ha az adatkezelést törvény rendelte el.**8.7 Egyéb jogorvoslati lehetőségek** |
| **A felügyeleti hatóságnál történő panasztételhez való jog**Az egyéb közigazgatási vagy bírósági jogorvoslatok sérelme nélkül minden érintett jogosult arra, hogy amennyiben az érintett szerint az Adatkezelő vagy az általa megbízott Adatfeldolgozó tevékenységével vagy mulasztásával jogsértést követett el, vagy annak veszélyét idézte elő, úgy panaszt tegyen a Nemzeti Adatvédelmi és Információszabadság Hatóságnál (a továbbiakban: Felügyeleti Hatóság).A Nemzeti Adatvédelmi és Információszabadság Hatóság elérhetőségei:1363 Budapest, Pf.: 9.1055 Budapest, Falk Miksa utca 9-11 Tel.: 06 1/391-1400 |
| Az adatkezelővel vagy az adatfeldolgozóval szembeni hatékony bírósági jogorvoslathoz való jog.A rendelkezésre álló közigazgatási vagy nem bírósági útra tartozó jogorvoslatok – köztük a felügyeleti hatóságnál történő panasztételhez való jog − sérelme nélkül, minden érintett hatékony bírósági jogorvoslatra jogosult, ha megítélése szerint a személyes adatai kezelésével összefüggő jogait megsértették. A per elbírálása a törvényszék hatáskörébe tartozik. Az Érintett dönthet úgy, hogy a pert a lakóhelye vagy a tartózkodási helye szerinti törvényszék előtt indítja meg.A törvényszékek listáját a http://birosag.hu/torvenyszekek hivatkozás alatt érheti el.  |